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	Reason for change:
	There is some ambiguity in handling of NSSAA procedure for the following scenarios in the TS 23.501 specification:

Scenario:

1) UE is camped on a PLMN which has Configured NSSAI – {0,1}

2) After initial registration, S-NSSAI {1} gets rejected due to NSSAA failure. S-NSSAI {0} is activated successfully by network.
3) User calls the network service provider customer care or the specific slice service provider to activate the slice corresponding with S-NSSAI {1}

4) Slice service provider activates the user credentials for UE to allow access to S-NSSAI {1}  
There is no clear handling for this scenario in the 3GPP specification. Hence UE may not be able to activate slice {1} until UE performs power cycle.
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***** First change *****
4.2.9
Network Slice-Specific Authentication and Authorization procedure

4.2.9.1
General

The Network Slice-Specific Authentication and Authorization procedure is triggered for an S-NSSAI requiring Network Slice-Specific Authentication and Authorization with an AAA Server (AAA-S) which may be hosted by the H-PLMN operator or by a third party which has a business relationship with the H-PLMN, using the EAP framework as described in TS 33.501 [15]. An AAA Proxy (AAA-P) in the HPLMN may be involved e.g. if the AAA Server belongs to a third party.

This procedure is triggered by the AMF during a Registration procedure when some Network Slices require Slice-Specific Authentication and Authorization, when AMF determines that Network Slice-Specific Authentication and Authorization is required for an S-NSSAI in the current Allowed NSSAI (e.g. subscription change), or when the AAA Server that authenticated the Network Slice triggers a re-authentication.

The AMF performs the role of the EAP Authenticator and communicates with the AAA-S via the Network Slice Specific Authentication and Authorization Function (NSSAAF). The NSSAAF undertakes any AAA protocol interworking with the AAA protocol supported by the AAA-S.

***** Next change *****
4.2.9.3
AAA Server triggered Network Slice-Specific Re-authentication and Re-authorization procedure



Figure 4.2.9.3-1: AAA Server initiated Network Slice-Specific Re-authentication and Re-authorization procedure

1.
The AAA-S requests the re-authentication and re-authorization for the Network Slice specified by the S-NSSAI in the AAA protocol Re-Auth Request message, for the UE identified by the GPSI in this message. This message is sent to a AAA-P, if the AAA-P is used (e.g. the AAA Server belongs to a third party), otherwise it is sent directly to the NSSAAF.

2.
The AAA-P, if present, relays the request to the NSSAAF.

3a-3b.
NSSAAF gets AMF ID from UDM using Nudm_UECM_Get with the GPSI in the received AAA message.

4.
The NSSAAF notifies Re-auth event to the AMF to re-authenticate/re-authorize the S-NSSAI for the UE using Nnssaaf_NSSAA_Notify with the GPSI and S-NSSAI in the received AAA message. The callback URI of the notification for the AMF is derived via NRF as specified in TS 29.501 [62].

5.
The AMF triggers the Network Slice-Specific Authentication and Authorization procedure defined in clause 4.2.9.1. 
If the S-NSSAI is included in the Allowed NSSAI for 3GPP access and non-3GPP access, AMF selects an access type to perform NSSAA based on network policies. If the S-NSSAI is only included in the Allowed NSSAI of non-3GPP access and UE is CM-IDLE in non-3GPP access, the AMF marks the S-NSSAI as pending. In this case, when UE becomes CM-CONNECTED in non-3GPP access, the AMF initiates NSSAA if needed.
If the S-NSSAI had previously failed the Network Slice-Specific Authentication and Authorization procedure, then the AMF changes the status of the NSSAA procedure for the S-NSSAI as pending completion resets the result of the NSSAA procedure and re-initiates the NSSAA procedure for the specified S-NSSAI. The AMF selects an access type to perform the NSSAA based on network policies.
***** End of changes *****
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